**Нормативно-правовая база определяющая порядок защиты информации**

**Принятые меры по созданию безопасной информационной системы**

•Обеспечена защита компьютеров от внешних несанкционированных воздействий (компьютерные вирусы, логические бомбы, атаки хакеров и т. д.)
•Использованы контент-фильтры,  для фильтрации сайтов по их содержимому.

**Нормативно-правовая база определяющая порядок защиты информации:**

•[Ст. 16 Федерального закона от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях по защите информации»](http://mou-nsosh.ru/images/stories/fails/FED_zakon_26.07.2006_149-fz.rtf)
•Ст. 9 Закона № 149-ФЗ, п. 5 - информация, полученная гражданами (физическими лицами) при исполнении ими профессиональных обязанностей подлежит защите в случаях предусмотренных законом (государственная тайна)
•Гл. 14 Трудового кодекса РФ (далее – ТК РФ) - защита персональных данных работника.
•Федеральный закон № 152-ФЗ РФ «О персональных данных», который вступил в силу с 1 января 2008 г. - обеспечение защиты прав и свобод человека и гражданина при обработке его персональных данных.

•[Федеральный закон от 29.12.2010 N 436-ФЗ (ред. от 28.07.2012) "О защите детей от информации, причиняющей вред их здоровью и развитию"](http://mou-nsosh.ru/images/stories/fails/fed_zakon_%2029.12.2010%20N%20436_fz.rtf)

Интернет прочно вошел в нашу жизнь, и вопросы психологической и нравственной безопасности важны сегодня как никогда.

В России около 10 миллионов пользователей глобальной сети — дети. Они могут играть, знакомиться, познавать мир...

Но в отличие от взрослых, в виртуальном мире они не чувствуют опасности.

**Наша обязанность — защитить их от негативного контента.**